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Is there any personal data in grey literature?

Mainly accidental

• Annual reports, contact information,

• Websites and blogs

• Databases

• Poorly anonymized research data

• Diploma theses’

• Photogrpahies

• Biograpies, 







Where is the difference?



Basic pillars of regulation

„Old“ (current) directive

 Broad definition of PD

 Title to process PD

 Consent

 Legal entitlement

 Triangle of

 Data subject

 Controller

 Processor

„New“ GDPR

 Even broader definition of 

PD

 Title to process PD

 Consent

 Legal entitlement

Triangle of

 Data subject

 Controller

 Processor



Comparison

„Old“ (current) directive

 32 Articles

 Needs to be adopted by 

member states

„New“ GDPR

 99 Articles

 Direct effect



From 1995 to 2016 Data protection needed some 

FACELIFTs but did not change that much



Principles

Controller

• the person who determines the purpose of data 
processing 

Processor

• performs certain activities on controller’s request

Data subject

• Also known as “human”



Purpose

Lawfulness

Fairness
Transparency

Purpose 
limitation and 

Data 
minimisation

Storage 
limitation

Accuracy, 
integrity and 

confidentiality



Processing data without consent

performance of a contract to which the data subject is party

compliance with a legal obligation of a controller

in order to protect the vital interests of the data subject or of another natural person 

for the performance of a task carried out in the public interest

the exercise of official authority vested in the controller

legitimate interests pursued by the controller



The principle of storage limitation and exception for 

archiving in public interest

that personal data must not be kept in a form which permits identification of 
data subjects for no longer than is necessary for the purposes for which the 
personal data are processed 

Exception

• long term processing “solely for archiving purposes in the public interest, scientific or historical 
research purposes or statistical purposes

• public repositories are in general entitled to collect, process, store and make available certain 
personal information, even if that information was not originally created or collected for the 
purposes of archiving in a repository

Proportionality!



RIGHT TO OBJECT AND RIGHT 

TO ERASURE

Definujte zápatí - název prezentace / pracoviště 14



Right to object and right to erasure (right to be forgotten)

 he controller shall have the obligation to erase 

personal data on request, if there are no overriding 

legitimate grounds for the processing, such as

 exercising the right of freedom of expression and 

information

 compliance with a legal obligation

 reasons of public interest in the area of public health

 archiving purposes in the public interest, scientific or 

historical research purposes



Data protection by 

design
Old concept, newly defined



The liability starts even before processing takes place

form of good practice of the data controller to design its processes and 
systems in order to minimize the risks of data protection breaches

The GDPR introduces obligation of the controller to implement 
appropriate technical and organisational measures to ensure and to be 
able to demonstrate that processing is performed in accordance with this 
Regulation

The controller is explicitly required to assess the risks, make plans for 
the security of the data both at the time of the determination of the 
means for processing and at the time of the processing itself



Anonymisation, pseudonymisation and profiling

Anonymized

• The key to pseudonyms does not exist

Pseudonymized

• can be de-cyphered and the induvial can be tracked and 
identified 

• pseudonymized data is personal data and fall within the scope of 
the regulation.

Profiling

• automated processing of personal data consisting of the use of 
personal data to evaluate certain personal aspects
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